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A–135—‘‘Management of Federal Advi-
sory Committees’’ 
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Subpart A—Classification and De-
classification of National Se-
curity Information 

§ 1312.1 Purpose and authority. 

This subpart sets forth the proce-
dures for the classification and declas-
sification of national security informa-
tion in the possession of the Office of 
Management and Budget. It is issued 
under the authority of Executive Order 
12958, (60 FR 19825, 3 CFR, 1995 Comp., 
P.333), as implemented by Information 
Security Oversight Office Directive No. 
1 (32 CFR part 2001), and is applicable 
to all OMB employees. 

§ 1312.2 Responsibilities. 

The effectiveness of the classification 
and declassification program in OMB 
depends entirely on the amount of at-
tention paid to it by supervisors and 
their staffs in those offices and divi-
sions that possess or produce classified 
material. Officials who originate clas-
sified information are responsible for 
proper assignment of a classification to 
that material and for the decision as to 
its declassification. Officials who 
produce documents containing classi-
fied information must determine the 
source of the classification for that in-
formation and must ensure that the 
proper identity of that source is shown 
on the document. Custodians of classi-
fied material are responsible for its 
safekeeping and for ensuring that such 
material is adequately marked as to 
current classification. Custodians are 
also responsible for the control of and 
accounting for all classified material 
within their area of jurisdiction as pre-
scribed in OMB Manual Section 1030. 

(a) EOP Security Officer. In coopera-
tion with the Associate Director (or 
Assistant Director) for Administration, 
the EOP Security Officer supervises 
the administration of this section and 
develops programs to assist in the com-
pliance with the Order. Specifically, 
he: 

(1) Promotes the correct under-
standing of this section by all employ-
ees by providing annual security re-
fresher briefings and ensures that new 
employees attend initial briefings 
about overall security procedures and 
policies. 
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